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Abstract:
PUFs exploit characteristics of hardware similar to a fingerprint to derive secret keys. Error correcting codes are required to deal with any bit errors induced by noisy PUFs. While BCH Codes are state-of-the-art for this task, the current approach can be pushed further by enhancing the decoder: more powerful coding techniques can correct more errors at the cost of a higher complexity.

The goal is a software implementation of such a BCH decoder in the context of PUFs. Therefore, the following tasks are likely:

- Getting familiar with PUFs and BCH codes
- Conducting research of suitable algorithms
- Implementing the new approach to test its feasibility

Knowledge in the following topics is helpful:

- Good programming Skills Matlab/Python
- Basic knowledge about error correcting codes
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