Monitoring and Recovery of i.MX8-based IoT Devices

Many IoT use cases require deployment of embedded devices with considerable geographical spread, for instance in smart-city, smart-home, or automotive application domains. The spatial distribution of the devices makes their on-site maintenance a costly and time-consuming task. The large number of Internet-enabled IoT devices with homogeneous software stacks poses an attractive target for remote attacks. To address this problem, IoT platforms have to be enhanced with device-recovery functionality along with a control and monitoring backend able to remotely obtain status information and update software of the IoT devices even in case those were taken over by an adversary.

Task Description

The objective of this project is the implementation of a monitoring and recovery mechanism\(^1\) for i.MX8 based IoT devices. For this purpose, the security critical communication with the backend and software recovery functionality have to be secured employing the ARM TrustZone execution environment and OP-TEE.

Prerequisites

- At least a basic knowledge in cryptography, system- and network security
- High motivation and ability to work independently
- Good C/C++ programming skills
- Preferably experience in: Embedded development and Yocto, ARM TrustZone and OP-TEE
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\(^1\)https://www.microsoft.com/en-us/research/publication/cyber-resilient-platforms-overview/